Dokumentation von IT-Sicherheitsvorfällen

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **Nr.** | **Datum Vorfall** | **Typ** | **Kritikalität (z.B. hoch, mittel, gering)** | **Zuständiger Incident-Handler** | **Beschreibung Vorfall (Auswirkung, Dauer, betroffene Assets)** | **Folgen und Schäden** | **Notwendige Korrekturmaßnahmen** | **Datum Behebung** |
| *1* | *24.02.21*  *BEISPIEL* | *ITSV (IT-Sicherheits-vorfall)* | *Hoch (Beeinträchtigung Verfügbarkeit, Patientenversorgung)* | *Max Mustermann* | *Ausfall der Stromversorgung im Serverraum für 45 Minuten. Ausfall zentraler Dienste. USV nicht ausreichend.* | *Ausfall Prozess Aufnahme, Diagnostik und Behandlung.* | *Starten von Generatoren, Hochfahren zentraler Dienste* | *24.02.21* |
| *2* | *01.04.21*  *BEISPIEL* | *DS (Datenschutz-vorfall)* | *Mittel*  *(Mögliche Beeinträchtigung Vertraulichkeit)* | *Erika Mustermann* | *Akten wurden nicht ordnungsgemäß geschreddert sondern unzureichend entsorgt.* | *Keine Folgen oder Schäden* | *Dokumente wurden im Müll entdeckt und ordnungsgemäß entsorgt.* | *01.04.21* |
| 3 |  |  |  |  |  |  |  |  |
| 4 |  |  |  |  |  |  |  |  |
| 5 |  |  |  |  |  |  |  |  |
| 6 |  |  |  |  |  |  |  |  |
| 7 |  |  |  |  |  |  |  |  |
| 8 |  |  |  |  |  |  |  |  |
| 9 |  |  |  |  |  |  |  |  |
| 10 |  |  |  |  |  |  |  |  |
| 11 |  |  |  |  |  |  |  |  |
| 12 |  |  |  |  |  |  |  |  |
| 13 |  |  |  |  |  |  |  |  |
| 14 |  |  |  |  |  |  |  |  |
| 15 |  |  |  |  |  |  |  |  |
| 16 |  |  |  |  |  |  |  |  |
| 17 |  |  |  |  |  |  |  |  |
| 18 |  |  |  |  |  |  |  |  |
| 19 |  |  |  |  |  |  |  |  |
| 20 |  |  |  |  |  |  |  |  |
| 21 |  |  |  |  |  |  |  |  |
| 22 |  |  |  |  |  |  |  |  |
| 23 |  |  |  |  |  |  |  |  |
| 24 |  |  |  |  |  |  |  |  |